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Discussion
In order for Solution #5 to function properly, the EPS user profile needs to contain an MSISDN, and this MSISDN needs to be the same as in the IMS user profile.

It should be noted that TS 23.167 does not require that an MSISDN be allocated to the user at all. Any form of Public User Identity may be used.

If there is no MSISDN in the EPS user profile (i.e. "if available == FALSe" in the description of the solution), then no callback parameter can provided to the PSAP in step 12 or 15, whereas this would have been the case for the an emergency session made under the same condition with the LBO roaming architecture, as long as the IMS user profile contains a Public User Identity. 

If the EPS user profile contains an MSISDN different from the IMS user profile, then the callback parameter provided to the PSAP will be different from the callback parameter that would have been provided under the same condition with the LBO roaming architecture.

In summary, 
-
Solution #5 applies when the user is allocated an MSISDN for voice service. Other forms of Public User Identities cannot be used
-
The EPS user profile needs to contain the same MSISDN as the IMS profile, in order to obtain the same result as current IMS Emergency sessions procedures.
This should be reflected in the impacts and evaluation of this solution.
Proposed changes to TR 23.749
6.5.2
Impacts on existing nodes and functionality
The impacted 3GPP nodes are the following:
P-CSCF:

-
If the same P-CSCF handles emergency calls for both LBO and S8HR roaming architecture, the P-CSCF needs to be configured to know with which VPLMNs S8HR roaming agreement is used.

-
P-CSCF needs to retrieve the IMSI/IMSI-unauthenticated indicator (if available)/IMEI and the MSISDN (if available) for an inbound roamer from the PCRF.

-
For supporting Steps 9-12, P-CSCF accepts the SIP REGISTER message without authenticating the user. with the HPLMN IMS, i.e. the P-CSCF needs to support the GIBA procedure over Gm as defined in TS 24.229 [10]. 

-
The P-CSCF may verify IMSI/IMEI in SIP register against the IMSI/IMEI provided by the PCRF.

PCRF:

-
PCRF needs to provide IMSI/IMSI-unauthenticated/IMEI over Rx to the P-CSCF.

-
PCRF needs to receive the IMSI-unauthenticated indicator (if available) over Gx.

PGW:

-
For supporting Steps 9-12, PGW must prevent "source IP spoofing", as required for GIBA authentication in TS 33.203 [12].

UE:
-
There is no specification impact on the UE. Steps enclosed in block A in Figure 6.5.1.2-1 are possible only for UEs supporting the GIBA procedure defined in TS 24.229 [10] as part of the emergency IMS registration procedure.
HSS: 

-
The EPS user profile needs to contain the same MSISDN as the IMS profile, in order to obtain the same result as current IMS Emergency sessions procedures.
6.5.3
Solution Evaluation

This solution applies when the user is allocated an MSISDN for voice service. Other forms of Public User Identities cannot be used.
End of P-CR

3GPP

SA WG2 TD


